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Detailed knowledge of security tools, technologies, and best practices. Comprehensive experience in network and SIEM (splunk) implementation, including knowledge of deploying solutions in order to protect networks, systems, and information assets for diverse companies and organizations. Multi-talented, inter-personal, and self-motivated team player, with the ability to prioritize task orders and respond effectively.

**TECHNICAL SKILLS**

* **Security Technologies**: Active Directory, Remedy Ticket Request Systems, Dame Ware, Data Armor, Websense, Barracuda, Splunk, Virus Total, Wireshark, Snorby, Nagios, Metaploit, Rexswain, Web Sniffer, Nessus, ArcSight, IPVoid, FireEye, Sourcefire, TCPDump, JWICS, Snort, SNMP
* **Systems:** Windows Server 2003/2008, and VMware Servers
* **Networking:** LANs, WANs, VPNs, Routers, Firewalls, TCP/IP
* **Software:** MS Office (Word, Excel, Outlook, Access, PowerPoint)

**CERTIFICATIONS**

* **CompTIA Certs:** A+, Network +, Security+
* **ECCouncil certs:** Certified Ethical Hacker (CEH), Certified Network Defense Architect (CNDA)
* **Splunk Certs and Accreditations:** Splunk Accredited Core Implementation, Splunk Accredited Consultant,

Splunk Accredited Implementation Architect, Splunk Certified Admin, Power-User and User